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WiVaeesnings changing?

- l‘u
“Niiedivenaliy; r]skﬁa has
ioctiseaieRrcontrolling large losses
Historeally large losses have been
ASSOCIGUEE With! credit andl market risks
But increasingly large losses come from
business andl operational failures

Shareholders reguire improved value
management and lower volatility of
earnings




Ifielcomponents of risk

ation risk
3Sury risk

ax risk
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Operational
risks

e Transaction
processing risk

oIT Security risk
e[ egal risk
eCompliance risk
*HR risk



[Siprivate banking really
cl|ff IErer ?

Weredit risk s relatively low

m [reelec markecﬁ is low
* BUT} v
Busines po'a‘!hre to  market prices is

Legal/ﬂduuary risk is high
Compliance/KYC risk is high
Processing risk is significant



Implication for: effective risk
gigagement

T
address risk in both normal
onartions

5t cover all elements of risk
~and all material risk factors

— Process must recognize the importance of
covariances

[T .
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Tier 1 4
Risk Organisations See little value in proactive risk management.

‘ ther th surance risk management there are
ew formal management programs. They tend to
iImplement these control mechanisms only when

unwanted risk turns into a problem or crisis.

Capabilities are characteristic of individuals, not of
the organisation

»




INCHMSNSIIaiiladgCliliclit opouLuiln
HENGISiepsawhich differentiate the ‘best
fiom the ‘rest’

Tier 2 *
Risk Organisations ‘

Have a general awareness about risk
ent & some conceptual appreciation
- for its value, ensuring that not all uncertainties
' become problems.

Although most business units monitor their
risks, there are no centralised processes, no
systematic monitoring or aggregation at group
level, and no defined accountability for risk

' management.
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HerGrstepsiwnich differentiate the ‘best
from the ‘rest’

Tier 3 -

Risk Organisations
>

re aware of the need for proactive risk
agement & set some mechanisms to
monitor risks.

Internal Audit typically functions on risk
based principles.

Risk practices are based on control and are
not linked to the performance objectives of
the enterprise

a



- Adoption of a broader risk management
‘perspective to review group level “hot spots”
& support risk management in business
e . units.

Risk Organisations

* " , Organisations consider both the qualitative
" ' & quantitative risk factors.

The customisation of risk tools & strength of
the entire risk management program relies
heavily on the knowledge, judgment &
effective span of influence

of the Chief Risk Officer (‘CRQO’)
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Jich differentiate the ‘best

ffiom the ‘rest’
Risk management has fully evolve

-
" . ! : from a Back Office function to a CE
Risk Organisations | concer

CEO believes risk manageme
,' should be embedded in every part
g the organisation & actively promotes
sponsors the risk manageme

prograr

-

Group Risk function designs & implements the framewo
within which risk should be identified, measured, controlle
& reported. Using decentralised risk managers, eac
business unit translates the group risk framework
processes to meet their specific need

Risk is viewed as an opportunity as well as a thre
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Jich differentiate the ‘best

frlom the ‘rest’

-

Risk Organisations

-

Converts its risk
management capability into a
competitive edge,

for itself & its customers

Displays all the characteristics of a level 5
organisation, however integrates risk
management into the very fabric of achieving the
organisation’s strategic goals by embedding risk
management practices in the strategic decision
making process
Organisations are typically top quartile performers and
exhibit best in class governance and control capabilities
supported by timely, reliable, accurate, complete and
relevant risk information with high levels of external
disclosure




e iskdmanagement process

Measurement
& Appetite
setting

Review &
Challenge

Risk
Reporting & Risk Policies
Analysis & Procedures

Framework Risk =
i Management IIL—“

Toolkit



Whodoes what?

S
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Risk policy ( Board of Directors )

1e risk anageme tframework Sets overall

DENES
i ' s

t
POlICIESTaENIMIL S tures

., .
Risk management |&Management )

AssUmes fisik positions. Manages risk within established
fram ewm#.,.

Risk control‘( Risk Management / Control Units )

Monitors compliance with framework. Analyses risk

profile. Reviews adequacy of framework and
proposes enhancements



- sophistication drives
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1998 - 2001 35
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naverdevelopediaighly . 31
gulisk models, butthavefailled 35,
SUPPONE BUSINESS

2VEREVOEIdEd sk . 25

gement asianiissuestey have 20-
relatively unsephisticateairisk modgls for

decision - making purposes ’

Leaders il
Banks that have sophisticated risk models 10
& are applying these models tormake
business decisions St

Shoe stringers

Banks that have relatively unsophisticated
models but are using these models
effectively to make business decisions &
have experienced significant improvement

P

Source : PA Consulting Global ‘IRM’ Survey 2001



RISKaTIaNageEment - the MIS

siallenge

“Would you please elaborate on ‘then something bad happened’?”



MEKaienadement - the MIS
siialiEnge

- .
m Ult]rpelieias o rm\ ISk management
rrrJrrwv\/or}’ Stquality of MIS

~_IMISHlist De appropriate to risk
OOLP! J' t of uguﬁss

Senior management and shareholders
must be able to rely on guality and
integrity of risk data

Risk organisation designs reports and
assures their integrity
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HOWNEr s/ ould operational risk
malEgeient goin Private banking?’

he reall guestion is
How: good. Is risk management currently

In Private banking, and how can it be
Improved?”



